STATE OF IDAHO

MILITARY DIVISION

Human Resource Office (HRO)

State Personnel Branch

4794 General Manning Avenue, Building 442

Boise, Idaho 83705-8112
Telephone:  (208) 422-3345/3346/3347
STATE VACANCY ANNOUNCEMENT
*Registers established from this announcement may remain valid for up to one year

to fill statewide vacancies in the same classification.


OPENING DATE:  
31 July 2013

ANNOUNCEMENT NUMBER:
13-33-N


AREA OF CONSIDERATION:

Open to all applicants.  This position does not require membership in the Idaho National Guard.

POSITION TITLE:
IT Systems Integration Analyst



PAY GRADE:
NGA-9C


POSITION CONTROL NUMBER:    5153

CLASS CODE:  
20283

SALARY:
   

$26.11 to $33.94 hourly


FLSA CODE: 
Exempt

DUTY LOCATION:  
Military Division, IT Management Office, Gowen Field, 





Boise, ID  


TYPE OF POSITION:                   
Civilian Non-classified (does not require military membership)

 
COMPATIBLE MILITARY FIELD:  Not applicable



CLOSING DATE:  
14 August 2013

1.  HOW TO APPLY:  Application forms and announcements are available at the Human Resources Office (HRO), 4794 General Manning Avenue, Building 442, Gowen Field, Boise, Idaho, 83705-8112 and at Internet address http://inghro.idaho.gov/Jobs.htm and   http://inghro.idaho.gov/hr/forms/forms.htm.  Submit application packets to the above listed street address no later than 4:30 p.m. of the announcement closing date.
Applications may be faxed to (208) 422-3348 (Attn:  HRO State Personnel Branch).  Applicants are responsible for contacting the HRO State Personnel Branch to confirm receipt of e-mailed or faxed applications.
Applications will not be accepted via e-mail except from deployed Service members, DOD Civilians, and DOD Contractors serving overseas in support of contingency operations.
Your packet must include an Employment Application (SPB-1) with attached sheet(s) of paper that provide individual responses to each of the Mandatory Requirements and Knowledge, Skills and Abilities (KSAs) listed under Qualification Requirements of this announcement.  Applicants may additionally submit a resume and/or other supplemental documentation to support qualifications.  

If you request Veterans’ Preference you must submit a completed War Era Veterans’ Preference Form (SPB-1a) and provide supporting documentation demonstrating eligibility.   
The Military Division monitors recruitment and selection programs in order to assure equal employment opportunity.  We appreciate your cooperation by voluntarily furnishing us with an Equal Employment Opportunity Worksheet, (SPB-1b). 
2.   QUALIFICATION REQUIREMENTS – Mandatory Requirements and Knowledge, Skills and Abilities (KSA):  You must provide individual responses on paper to each of the following Mandatory Requirements and KSAs.  
Applicants must meet the following Mandatory Requirements (conditions of employment).  You must provide individual affirmative responses (i.e., I have…; I will...) on paper to each mandatory requirement (1-2) below or you application cannot be further considered.
(1)  Must have and maintain a valid and unrestricted state-issued driver’s license.  Provide your driver’s license number, issuing State, license expiration date, and the full name specified on the license.

(2)  Incumbent must submit to and pass a State background check and may be required to obtain a “Secret” level clearance through the U.S. Department of Homeland Security.

b. Applicants must have 2-years of specialized experience performing related work.  Provide individual responses on paper to each Knowledge, Skill, and Ability requirement (1-13) below.

In your responses describe your civilian and military education, training, and work experience relevant to the position as it relates to the following KSAs.  (The KSA responses are used to assist in the determination of the best-qualified applicants.)  


(1)  Knowledge of project management in an enterprise wide management information system; IT 

Network Operations; and IT Computer Operations; and disaster mitigation and recovery planning.

(2)  Ability to operate, service, and repair network servers, workstations, switches, 

routers, analog and digital phone circuits, TVs, radio to computer interfaces, and VOIP/VTC systems.

(3)  Ability to understand and apply IT principles to resolve computer and network problems: 

identify, analyze, and resolve hardware, software, or network problems at customer workstations on site or by remote control.  Work with technology vendor staff to debug complex application technical problems from identification to resolution.


(4)  Ability to work and coordinate with people from the public and private sector in a wide array of local, state, and federal entities and agencies to coordinate network development/modifications across programs, divisions, districts, agencies, and states.


(5)  Ability to work independently, at a remote location, managing multiple shifting priorities and 

to complete complex tasks efficiently, and in a timely manner.


(6)  Knowledge of MPLS, OSPF, and BGP routing protocols.


(7)  Knowledge of STP and VLAN switching protocols.


(8)  Knowledge of windows 7 or higher PC operating systems.


(9)  Knowledge of windows 2008 or higher server operating systems.


(10)  Knowledge of SQL 2008 or higher database server.


(11)  Knowledge of Exchange 2010 or higher email server.


(12)  Knowledge of server virtualization technology.


(13)  Knowledge of CISCO Voice application servers.

3.  SUMMARY OF DUTIES:  Refer to the attached position description.

4.  CONDITIONS OF EMPLOYMENT:


a.  Each person hired will be required to provide verification of eligibility to work in the United States (Public Law 99-6603) and may be subject to a criminal background check.


b.  Refer to the attached position description for the Mandatory Requirements of this position.


c. The State of Idaho, Military Division is an Equal Opportunity employer.  Selection for this position will be made without regard to race, color, religion, sex, national origin, political affiliation, marital status, physical handicap or age which does not interfere with job accomplishment.  Appropriate consideration shall be given to Veterans in accordance with applicable state and federal laws and regulations.

5.  PERSONNEL MANAGER CERTIFICATION:  The title, series, grade, duties and responsibilities are complete and accurate as written and a current or projected vacancy exists as advertised. 

Paula R. Edmiston

Human Resources Manager








Military Division – State Personnel Branch
JOB TITLE:  IT SYSTEMS INTEGRATION ANALYST

POSITION CONTROL NUMBER:  5609 & 4070

CLASS CODE NUMBER:  20283

PAY GRADE:  NGA-9C

INTRODUCTION:
 This position is assigned to an organizational headquarters or major functional organization within the State of Idaho, Military Division.  The purpose of this position is to provide multiple skill sets to support complex integrated systems for the information technology needs of the agency.

DUTIES AND RESPONSIBILITIES:  

1.  Provides leadership in applying knowledge creatively and using technical expertise to research and create new and innovative ideas for solving the most complex system-related problems.  Spends time on research, design, long-range and capacity planning, consultation, and leadership activities.  Responsible for complex and multi-faceted integrated system projects involving cross-functional participation, multiple technologies and platforms, and resolution of conflicting goals of multiple client users.  Conducts cost/benefit and feasibility analysis to provide recommendations on alternative approaches to the IT needs of the agency.  Performs capacity analysis and planning.  Design and install new or enhanced network systems.  Design, develop, test, and implement new technologies.  Works with management, IT staff, and end-user clients to define system requirement for potential uses of information technologies.  Researches available tools and technologies to determine alternative technology solutions.  Researches, implements, and supports multiple computing platforms, operating systems, processing environments, and telecommunications technologies.  Designs and installs new or enhanced network systems.  Develops and conducts IT training.   

2.  Designs and installs highly integrated, complex database management system applications.  Ensures the security, quality, and integrity of data resources.  Provides leadership roles in projects involving databases and business application systems within the agency.  Designs, develops, installs, and tests new and enhanced database systems.  Ensures compatibility and efficiency of database applications.  Enforces standards and procedures for use, backup, and recovery of data.  Ensures preparation of project phase plans, schedules, and cost estimates.  Trains staff in data cataloging and library procedures.  Oversees and ensures security of database and supporting production software.  Consults on design of other operating or application systems.  Consults with and advises top management on database systems.

3.  Oversees and performs system administration and technical support for both stand-alone PC hardware and software and local area networks (LAN).  Serves as IT consultant and advisor to regional users, management and IT personnel on system needs, operation and telecommunications problems, and requests for service.  Assesses IT needs and develops short and long-range plans, determines equipment cost and develops and submits budget requirements.  Designs, tests, and installs specific client applications.  Installs and maintains hardware and software products and configures PC and network equipment to standard.  Defines system standards and procedures.   Identifies, evaluates, and corrects hardware, software and operation problems.  Monitors and troubleshoots LAN and WAN system performance and resolves communications and networking problems.  Provides technical support and training to users.  Provides problem resolution in a highly integrated complex IT/IS installation.  Designs and writes computer programs and documentation for specialized needs and test data and programs.

4.  Perform other related duties as assigned.

SUPERVISORY CONTROLS:  Works is performed under general supervision.

PHYSICAL EFFORT:  Work is performed primarily in a climate controlled office environment.  Work requires some physical exertion, including lifting and carrying of moderately heavy items such as computer equipment. 

PERSONAL WORK CONTACTS:  Incumbent has daily contact with agency staff.  

WORK CONDITIONS:  Incumbent is required to work after normal works hours and may be required to deploy to the field during emergencies or disasters.  Travel is required.

MANDATORY REQUIREMENTS / REQUIRED EXPERIENCE:  As stated in the State Vacancy Announcement.

FLSA Overtime Indicator – I (Straight-time)

JUNE 2011 (Updated)


